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| **OCENA SKUTKÓW REGULACJI** |
| 1. **Jaki problem jest rozwiązywany?**
 |
| Projekt ustawy o zmianie niektórych ustaw w związku z zapewnieniem operacyjnej odporności cyfrowej sektora finansowego ma na celu zapewnienie stosowania rozporządzenia Parlamentu Europejskiego i Rady (UE) 2022/2554 z dnia 14 grudnia 2022 r. w sprawie operacyjnej odporności cyfrowej sektora finansowego i zmieniającego rozporządzenia (WE) nr 1060/2009, (UE) nr 648/2012, (UE) nr 600/2014, (UE) nr 909/2014 oraz (UE) 2016/1011 (Dz. Urz. UE L 333 z 27.12.2022, str. 1), (zwanego dalej „rozporządzeniem 2022/2554”), a także implementację dyrektywy Parlamentu Europejskiego i Rady 2022/2556 z dnia 14 grudnia 2022 r. w sprawie zmiany dyrektyw 2009/65/WE, 2009/138/WE, 2011/61/UE, 2013/36/UE, 2014/59/UE, 2014/65/UE, (UE) 2015/2366 oraz (UE) 2016/2341 w odniesieniu do operacyjnej odporności cyfrowej sektora finansowego (Dz. Urz. UE L 333 z 27.12.2022, str. 153) (zwanej dalej „dyrektywą 2022/2556”). Przyjęcie rozporządzenia 2022/2554 jest konsekwencją postanowień zawartych w Komunikacie Komisji Europejskiej z dnia 8 marca 2018 r. pt. „Plan działania w zakresie technologii finansowej: w kierunku bardziej konkurencyjnego i innowacyjnego europejskiego sektora finansowego” oraz służy realizacji wspólnych zaleceń technicznych Europejskiego Urzędu Nadzoru Bankowego, Europejskiego Urzędu Nadzoru Ubezpieczeń  i Pracowniczych Programów Emerytalnych oraz Europejskiego Urzędu Nadzoru Giełd i Papierów Wartościowych, opublikowanych w kwietniu 2019 r., w których ww. instytucje wezwały do przyjęcia spójnego podejścia do ryzyka związanego z ICT (technologie informacyjno – komunikacyjne) w sektorze finansów oraz zaleciły wzmocnienie, w sposób proporcjonalny, operacyjnej odporności cyfrowej sektora usług finansowych za pomocą unijnej inicjatywy sektorowej. Rozporządzenie 2022/2554 ma na celu harmonizację przepisów dotyczących operacyjnej odporności cyfrowej i bezpieczeństwa ICT w obszarze usług finansowych. Z uwagi na dynamiczny rozwój gospodarki cyfrowej, przepisy te mają kluczowe znaczenie dla zapewnienia stabilności finansowej i integralności rynku finansowego. W związku z regulacją ww. rozporządzenia pozostają również zmiany wprowadzone dyrektywą 2022/2556, która dokonuje zmian w dyrektywach: 2009/65/WE, 2009/138/WE, 2011/61/UE, 2013/36/UE, 2014/59/UE, 2014/65/UE, (UE) 2015/2366 oraz (UE) 2016/2341. Wprowadzone w ww. dyrektywach zmiany mają na celu zwiększenie operacyjnej odporności cyfrowej sektora finansowego, przez wprowadzenie odpowiednich odesłań do przepisów rozporządzenia 2022/2554. Podstawowym celem projektowanej regulacji jest zwiększenie odporności cyfrowej i bezpieczeństwa ICT w obszarze usług finansowych poprzez implementację i zapewnienie stosowania rozporządzenia 2022/2554, w szczególności przepisów o charakterze kompetencyjnym, a także implementację dyrektywy 2022/2556, w szczególności poprzez zmianę stosownych przepisów regulujących wykonywanie działalności przez poszczególne kategorie podmiotów finansowych.  |
| 1. **Rekomendowane rozwiązanie, w tym planowane narzędzia interwencji, i oczekiwany efekt**
 |
| Rozporządzenie 2022/2554 określa jednolite wymogi dotyczące bezpieczeństwa sieci i systemów informatycznych wspierających procesy biznesowe podmiotów finansowych (zakres przedmiotowy regulacji: art. 1) oraz wskazuje obowiązki podmiotów rynku finansowego w tym zakresie. Podmioty finansowe objęte obowiązkami wynikającymi z rozporządzenia 2022/2554 określone zostały w art. 2 ust. 1 lit. a – t tego rozporządzenia, należą do nich np. instytucje kredytowe, instytucje płatnicze, firmy inwestycyjne czy centralne depozyty papierów wartościowych. Jednocześnie art. 2 ust. 3 rozporządzenia 2022/2554 wskazuje podmioty finansowe wyłączone z zakresu stosowania tego rozporządzenia. Dodatkowo rozporządzenie 2022/2554 obejmuje, zgodnie z art. 2 ust. 1 pkt u, zewnętrznych dostawców usług ICT, na których oddziałuje pośrednio.Rozporządzenie 2022/2554 określa standard nadzoru nad spełnianiem przez podmioty zobowiązane, obowiązków i wymogów wynikających z tego rozporządzenia. Regulacja rozporządzenia 2022/2554 implikuje konieczność wskazania organów administracji publicznej odpowiedzialnych za nadzór nad spełnianiem obowiązków wynikających z rozporządzenia 2022/2554 i nadanie im odpowiednich kompetencji, w szczególności wskazanych w art. 50 rozporządzenia. Organem odpowiedzialnym za nadzór nad przestrzeganiem rozporządzenia 2022/2554, jako organ nadzoru nad rynkiem finansowym w Polsce, będzie Komisja Nadzoru Finansowego, która zostanie uprawniona m.in. do przeprowadzania kontroli działalności podmiotów finansowych objętych zakresem regulacji rozporządzenia 2022/2554. Wprowadzona również zostanie podstawa prawna, zapewniająca możliwość współpracy oraz wymiany informacji i dokumentów z właściwymi organami w rozumieniu art. 46 rozporządzenia 2022/2554 z państw członkowskich Unii Europejskiej lub państw członkowskich Europejskiego Porozumienia o Wolnym Handlu (EFTA) – stron umowy o Europejskim Obszarze Gospodarczym oraz Europejskim Urzędem Nadzoru Bankowego, Europejskim Urzędem Nadzoru Ubezpieczeń i Pracowniczych Programów Emerytalnych i Europejskim Urzędem Nadzoru Giełd i Papierów Wartościowych, w zakresie niezbędnym do wykonywania obowiązków wynikających z rozporządzenia 2022/2554.Ponadto wdrożenie dyrektywy 2022/2556, która w celu zapewnienia spójności z przepisami rozporządzenia 2022/2554, wprowadza zmiany w dyrektywach do tej pory fragmentarycznie regulujących ryzyko związane z ICT, wymaga dokonania zmian w ustawach regulujących wykonywanie działalności przez podmioty finansowe. Z uwagi na powyższe proponuje się wprowadzenie odpowiednich zmian, w tym zmian o charakterze wynikowym:1. ustawie z dnia 28 sierpnia 1997 r. o organizacji i funkcjonowaniu funduszy emerytalnych,
2. ustawie z dnia 29 sierpnia 1997 r. – Prawo bankowe,
3. ustawie z dnia 27 maja 2004 r. o funduszach inwestycyjnych i zarządzaniu alternatywnymi funduszami inwestycyjnymi,
4. ustawie z dnia 29 lipca 2005 r. o obrocie instrumentami finansowymi,
5. ustawie z dnia 19 sierpnia 2011 r. o usługach płatniczych,
6. ustawie z dnia 5 sierpnia 2015 r. o rozpatrywaniu reklamacji przez podmioty rynku finansowego, o Rzeczniku Finansowym i o Funduszu Edukacji Finansowej,
7. ustawie z dnia 11 września 2015 r. o działalności ubezpieczeniowej i reasekuracyjnej,

ustawie z dnia 10 czerwca 2016 r. o Bankowym Funduszu Gwarancyjnym, systemie gwarantowania depozytów oraz przymusowej restrukturyzacji.Dodatkowo projektowana ustawa o zmianie niektórych ustaw w związku z zapewnieniem operacyjnej odporności cyfrowej sektora finansowego, wprowadzi zmiany do ustawy z dnia 5 lipca 2018 r. o krajowym systemie cyberbezpieczeństwa, mające na celu zapewnienie prawidłowego funkcjonowania systemu cyberbezpieczeństwa. Zmiany tej ustawy określą sposób informowania przez podmioty finansowe organów funkcjonujących w krajowym systemie cyberbezpieczeństwa o poważnych incydentach związanych z ICT oraz o znaczących zagrożeniach, a także procedury komunikacji między tymi organami.  |
| 1. **Jak problem został rozwiązany w innych krajach, w szczególności krajach członkowskich OECD/UE?**
 |
| Rozporządzenie 2022/2554 stanowi narzędzie harmonizacji rozwiązań w zakresie bezpieczeństwa sieci i systemów informatycznych wspierających procesy biznesowe podmiotów finansowych. Zbyt wczesny etap prac związanych z ewentualnym wdrożeniem rozporządzenia skutkuje brakiem dostępnych danych dotyczących sposobu wdrożenia.  |
| 1. **Podmioty, na które oddziałuje projekt**
 |
| Grupa | Wielkość | Źródło danych  | Oddziaływanie |
| Komisja Nadzoru Finansowego (KNF) | 1 | Ustawa z dnia 21 lipca 2006 r. o nadzorze nad rynkiem finansowym  | 1. Konieczność dostosowania działalności do zmienianych regulacji w zakresie m.in.:- sprawowanego przez KNF nadzoru nad rynkiem finansowym w odniesieniu do obowiązków wynikających z rozporządzenia. |
| Pracownicze towarzystwa emerytalne | 2 | Rejestr KRS | Realizacja obowiązków dotyczących zapewnienia wysokiego poziomu operacyjnej odporności cyfrowej i bezpieczeństwa ICT w obszarze usług finansowych, wynikające z rozporządzenia 2022/2554 w zakresie wynikającym ze zmian ustawy o organizacji i funkcjonowaniu funduszy emerytalnych.Podmioty objęte zakresem kontroli |
| Banki komercyjne i państwowe  | 29 banków komercyjnych 1 bank państwowy | Rejestr podmiotów sektora bankowego Urzędu KNF ([www.knf.gov.pl](http://www.knf.gov.pl))(stan na 23.11.2023 r.)Dane miesięczne sektora bankowego-wrzesień 2023 r. (www.knf.gov.pl) | Realizacja obowiązków dotyczących zapewnienia wysokiego poziomu operacyjnej odporności cyfrowej i bezpieczeństwa ICT w obszarze usług finansowych, wynikające z rozporządzenia 2022/2554 w zakresie wynikającym ze zmian ustawy Prawo bankowe.Podmioty objęte zakresem kontroli |
| Banki zagraniczne | 1 | https://www.knf.gov.pl/podmioty/Podmioty\_sektora\_bankowego/zestawienie\_oddzialow\_bankow\_zagranicznych | Podmioty objęte zakresem kontroli  |
| Banki spółdzielczeBanki zrzeszające | 492 2 | Opracowanie UKNF „Dane miesięczne sektora bankowego”(stan na 31.12.2023 r.)  | Realizacja obowiązków dotyczących zapewnienia wysokiego poziomu operacyjnej odporności cyfrowej i bezpieczeństwa ICT w obszarze usług finansowych, wynikające z rozporządzenia 2022/2554 w zakresie wynikającym ze zmian ustawy Prawo bankowe.Podmioty objęte zakresem kontroli |
| Instytucje kredytowe  | 33 | Zestawienie notyfikacji dotyczących działalności instytucji kredytowych na terytorium RP https://www.knf.gov.pl/podmioty/Podmioty\_sektora\_bankowego/zestawienie\_notyfikacji\_dot\_dzialnosci\_instucji\_kredytowych\_na\_terytorium\_RP\_poprzez\_oddzial | Podmioty objęte zakresem kontroli |
| Spółdzielcze kasy oszczędnościowo-kredytoweKrajowa Spółdzielcza Kasa Oszczędnościowo -Kredytowa | 181 | Rejestr podmiotów sektora kas spółdzielczych(stan na 23.11.2023) | Opcjonalnie:Państwa członkowskie mogą wyłączyć z zakresu stosowania niniejszego rozporządzenia podmioty, o których mowa w art. 2 ust. 5 pkt 4–23 dyrektywy 2013/36/UE, mające siedzibę na ich odpowiednich terytoriach. W RP zgodnie z art. 2 ust. 5 pkt. 18 ww. dyrektywy będą to tzw. SKOKi.  |
| Towarzystwa funduszy inwestycyjnychZarządzający alternatywnymi spółkami inwestycyjnymi (prowadzący działalność na podstawie zezwolenia)  |  562 | www.knf.gov.pl | Realizacja obowiązków dotyczących zapewnienia wysokiego poziomu operacyjnej odporności cyfrowej i bezpieczeństwa ICT w obszarze usług finansowych, wynikające z rozporządzenia 2022/2554 w zakresie wynikającym ze zmian ustawy o funduszach inwestycyjnych i zarządzaniu alternatywnymi funduszami inwestycyjnymi. |
| Firmy inwestycyjne:- domy maklerskie- biura maklerskie | 39309 | www.knf.gov.pl | Realizacja obowiązków dotyczących zapewnienia wysokiego poziomu operacyjnej odporności cyfrowej i bezpieczeństwa ICT w obszarze usług finansowych, wynikające z rozporządzenia 2022/2554 w zakresie wynikającym ze zmian ustawy z dnia 29 lipca 2005 r. o obrocie instrumentami finansowymi.Podmioty objęte zakresem kontroli |
| Krajowe instytucje płatnicze  | 42  | https://e-rup.knf.gov.pl/ | Realizacja obowiązków dotyczących zapewnienia wysokiego poziomu operacyjnej odporności cyfrowej i bezpieczeństwa ICT w obszarze usług finansowych, wynikające z rozporządzenia 2022/2554 w zakresie wynikającym ze zmian ustawy o usługach płatniczychPodmioty objęte zakresem kontroli   |
| Dostawcy świadczący wyłącznie usługę dostępu do informacji o rachunku | 15 | https://e-rup.knf.gov.pl/index.html?type=PSD\_AISP | Podmioty objęte zakresem kontroli  |
| Instytucje pieniądza elektronicznego | 1 | https://e-rup.knf.gov.pl/ | Podmioty objęte zakresem kontroli |
| Dostawcy usług w zakresie kryptowalut  | brak danych podmiot objęty nadzorem od 31 grudnia 2024 r. na podstawie przepisów rozporządzenia 1114/2023 |  | Podmioty objęte zakresem kontroli |
| Centralne depozyty papierów wartościowych | KDPW | https://www.kdpw.pl/pl/informacje-o-kdpw.html | Podmioty objęte zakresem kontroli |
| CCP (kontrahenci centralni) | KDPW\_CCP | <http://www.kdpwccp.pl/pl/kdpw_ccp/Strony/O-KDPW_CCP.aspx> | Podmioty objęte zakresem kontroli |
| Podmioty prowadzące systemy obrotu instrumentami finansowymi | 5 (GPW rynek regulowany, NewConnect,Catalyst, GlobalConnect, Treasury BondSpot) | <https://www.gpw.pl/>https://newconnect.pl/https://gpwcatalyst.pl/https://gpwglobalconnect.pl/ http://bondspot.pl/ | Podmioty objęte zakresem kontroli |
| Repozytoria transakcji | KDPW TR+ | https://www.trplus.kdpw.pl/ | Podmioty objęte zakresem kontroli |
| Zatwierdzone podmioty publikujące | Brak danych  |  | Podmioty objęte zakresem kontroli |
| Zatwierdzone mechanizmy sprawozdawcze | 1 | https://www.knf.gov.pl/dla\_rynku/MiFIR/dostawcy\_uslug\_w\_zakresie\_udostepniania\_informacji/Autoryzowani\_dostawcy\_uslug | Podmioty objęte zakresem kontroli |
| Zakłady ubezpieczeńi zakłady reasekuracji  | 51 krajowych zakładów ubezpieczeń 1 zakład reasekuracji  | www. knf.gov.pl„Biuletyn kwartalny. Rynek ubezpieczeń 2/2022” | Realizacja obowiązków dotyczących zapewnienia wysokiego poziomu operacyjnej odporności cyfrowej i bezpieczeństwa ICT w obszarze usług finansowych, wynikające z rozporządzenia 2022/2554 w zakresie wynikającym ze zmian ustawy o działalności ubezpieczeniowej i reasekuracyjnej. Podmioty objęte zakresem kontroli |
| Pośrednicy ubezpieczeniowi  | 292 107agentów zarejestrowany i osób fizycznych wykonujących czynności agencyjne | https://www.knf.gov.pl/?articleId=83586&p\_id=18 | Podmioty objęte zakresem kontroli |
| Agencje ratingowe | brak danych  |  | Podmioty objęte zakresem kontroli |
| Administratorzy w rozumieniu art. 3 pkt 57 ustawy z dnia 29 lipca 2005 r. o obrocie instrumentami finansowymi | brak danych  |  | Podmioty objęte zakresem kontroli |
| Dostawcy usług finansowania społecznościowego | 3 | https://www.knf.gov.pl/podmioty/dostawcy\_uslug\_finansowania\_spolecznosciowego\_rejestr | Podmioty objęte zakresem kontroli |
| Repozytoria sekurytyzacji  | brak danych  |  | Podmioty objęte zakresem kontroli |
| Bankowy Fundusz Gwarancyjny | 1 | Ustawa z dnia 10 czerwca 2016 r. o Bankowym Funduszu Gwarancyjnym, systemie gwarantowania depozytów oraz przymusowej restrukturyzacji | Konieczność uwzględnienia w procesie planowania przymusowej restrukturyzacji i oceny wykonalności działań w przypadku wszczęcia przymusowej restrukturyzacji kwestii związanych z cyfrową odpornością operacyjną. |
| Rzecznik Finansowy  | 1 | Ustawa z dnia 5 sierpnia 2015 r. o rozpatrywaniu reklamacji przez podmioty rynku finansowego, o Rzeczniku Finansowym i o Funduszu Edukacji Finansowej | W zakresie zmian ustawy z dnia 5 sierpnia 2015 r. o rozpatrywaniu reklamacji przez podmioty rynku finansowego, o Rzeczniku Finansowym i o Funduszu Edukacji Finansowej |
| Naukowa i Akademicka Sieć Komputerowa- PIB, prowadząca CSIRT NASK  | 1 | Ustawa z dnia 5 lipca 2018 r. o krajowym systemie cyberbezpieczeństwa | Zadania wynikające ze zmian ustawy z dnia 5 lipca 2018 r. o krajowym systemie cyberbezpieczeństwa |
| Agencja Bezpieczeństwa Wewnętrznego, prowadząca CSIRT GOV | 1 | Ustawa z dnia 5 lipca 2018 r. o krajowym systemie cyberbezpieczeństwa  | Zadania wynikające ze zmian ustawy z dnia 5 lipca 2018 r. o krajowym systemie cyberbezpieczeństwa  |
| Minister Obrony Narodowej, prowadzący CSIRT MON | 1 | Ustawa z dnia 5 lipca 2018 r. o krajowym systemie cyberbezpieczeństwa  | Zadania wynikające ze zmian ustawy z dnia 5 lipca 2018 r. o krajowym systemie cyberbezpieczeństwa |
| Zewnętrzni dostawcy usług ICT | co najmniej 35 | Szacunki oparte na analizie informacji rynkowych | Projektowana regulacja będzie oddziaływać na zewnętrznych dostawców usług ICT pośrednio, przede wszystkim z uwagi na wprowadzenie podstawy prawnej do wydania przez KNF decyzji, o której mowa w art. 42 ust. 6 rozporządzenia 2022/2554, nakazującej, pod warunkiem wyczerpania procedury konsultacji, o której mowa w art. 42 ust. 4 i 5, która może nakazać podmiotom finansowym, tymczasowe zawieszenie, w części albo w całości, korzystania z usługi świadczonej przez kluczowego zewnętrznego dostawcę usług ICT lub jej wdrażania do czasu wyeliminowania ryzyka zidentyfikowanego w zaleceniach skierowanych do kluczowych zewnętrznych dostawców usług ICT, a także, w razie potrzeby, nakazania podmiotom finansowym, wypowiedzenia, w części lub w całości, stosownych ustaleń umownych zawartych z kluczowymi zewnętrznymi dostawcami usług ICT. |
| 1. **Informacje na temat zakresu, czasu trwania i podsumowanie wyników konsultacji**
 |
| Przeprowadzono konsultacje robocze z UKNF i MC nt. sposobu zapewnienia stosowania przepisów unijnych (rozporządzenia i dyrektywy) dot. operacyjnej odporności cyfrowej sektora finansowego. W ramach konsultacji publicznych i opiniowania projekt ustawy zostanie przekazany Urzędowi Ochrony Konkurencji i Konsumentów, Urzędowi Komisji Nadzoru Finansowego, Polskiej Agencji Nadzoru Audytowego, Bankowemu Funduszowi Gwarancyjnemu, Narodowemu Bankowi Polskiemu, Rzecznikowi Praw Obywatelskich, Rzecznikowi Finansowemu, Rzecznikowi Małych i Średnich Przedsiębiorców, Głównemu Urzędowi Statystycznemu, Prokuratorii Generalnej Rzeczypospolitej Polskiej, Urzędowi Ochrony Danych Osobowych, Urzędowi Zamówień Publicznych, Urzędowi Regulacji Energetyki, Narodowemu Bankowymi Polskiemu, Ubezpieczeniowemu Funduszowi Gwarancyjnemu, Polskiemu Funduszowi Rozwoju S.A., Polskiemu Biuru Ubezpieczycieli Komunikacyjnych, Polskiej Izbie Ubezpieczeń, Stowarzyszeniu Polskich Brokerów Ubezpieczeniowych i Reasekuracyjnych, Polskiej Izbie Brokerów Ubezpieczeniowych i Reasekuracyjnych, Polskiej Izbie Pośredników Ubezpieczeniowych i Reasekuracyjnych, Polskiemu Stowarzyszeniu Aktuariuszy, Związkowi Banków Polskich, Krajowemu Związkowi Banków Spółdzielczych, Krajowej Spółdzielczej Kasie Oszczędnościowo-Kredytowej, Izbie Gospodarczej Towarzystw Emerytalnych, Polskiej Izbie Biegłych Rewidentów, Radzie Banków Depozytariuszy, Krajowemu Depozytowi Papierów Wartościowych S.A., Giełdzie Papierów Wartościowych S.A., Izbie Domów Maklerskich, Izbie Zarządzających Funduszami i Aktywami, Stowarzyszeniu Emitentów Giełdowych, BondSpot S.A., Stowarzyszeniu Compliance Polska, Towarowej Giełdzie Energii S.A., Związkowi Przedsiębiorstw Finansowych w Polsce, Stowarzyszeniu Inwestorów Indywidulanych, Związkowi Maklerów i Doradców, Stowarzyszeniu Inwestorów Kapitałowych, Stowarzyszeniu CFA Society Poland, Stowarzyszeniu Rynków Finansowych ACI Polska, Fundacji Polskiego Instytutu Dyrektorów, Fundacji Rozwoju Obrotu Bezgotówkowego, Polskiej Organizacji Niebankowych Instytucji Płatniczych oraz Polskiej Izbie Informatyki i Telekomunikacji.  |
| 1. **Wpływ na sektor finansów publicznych**
 |
| (ceny stałe z …… r.) | Skutki w okresie 10 lat od wejścia w życie zmian [mln zł] |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 10 | *Łącznie (0-10)* |
| **Dochody ogółem** | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 |
| budżet państwa | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 |
| JST | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 |
| pozostałe jednostki (oddzielnie) | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 |
| **Wydatki ogółem** | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 |
| budżet państwa | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 |
| JST | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 |
| pozostałe jednostki (oddzielnie) | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 |
| **Saldo ogółem** | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 |
| budżet państwa | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 |
| JST | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 |
| pozostałe jednostki (oddzielnie) | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 |
| Źródła finansowania  | Projektowana ustawa zapewnia stosowanie przepisów unijnych. Wejście w życie ustawy nie spowoduje skutków finansowych powodujących zwiększenie wydatków lub zmniejszenie dochodów jednostek sektora finansów publicznych, w tym dla budżetu państwa i dla budżetów jednostek samorządu terytorialnego, w stosunku do wielkości wynikających z obowiązujących przepisów. |
| Dodatkowe informacje, w tym wskazanie źródeł danych i przyjętych do obliczeń założeń | Wpływy z kar pieniężnych nakładanych przez KNF na podmioty finansowe naruszające obowiązki określone rozporządzeniem 2022/2554 będą stanowiły przychody Funduszu Edukacji Finansowej, o którym mowa w art. 43f ustawy z dnia 5 sierpnia 2015 r. o rozpatrywaniu reklamacji przez podmioty rynku finansowego, o Rzeczniku Finansowym i o Funduszu Edukacji Finansowej.  |
| 1. **Wpływ na konkurencyjność gospodarki i przedsiębiorczość, w tym funkcjonowanie przedsiębiorców oraz na rodzinę, obywateli i gospodarstwa domowe**
 |
| Skutki |
| Czas w latach od wejścia w życie zmian | 0 | 1 | 2 | 3 | 5 | 10 | *Łącznie (0-10)* |
| W ujęciu pieniężnym(w mln zł, ceny stałe z …… r.) | duże przedsiębiorstwa |  |  |  |  |  |  |  |
| sektor mikro-, małych i średnich przedsiębiorstw |  |  |  |  |  |  |  |
| rodzina, obywatele oraz gospodarstwa domowe |  |  |  |  |  |  |  |
|  |  |  |  |  |  |  |  |
| W ujęciu niepieniężnym | duże przedsiębiorstwa | Projektowana ustawa zapewnia stosowanie przepisów unijnych. Wpływ na podmioty finansowe wynika z objęcia ich zakresem stosowania rozporządzeniem 2022/2554 w zakresie obowiązków mających zapewnić wysoki poziom operacyjnej odporności cyfrowej. Wpływ projektowanej ustawy wynika przede wszystkim z wprowadzenia do ustaw sektorowych zmian wynikających z transpozycji dyrektywy 2022/2556. Wprowadzane zmiany dotyczą uzupełnienia obowiązujących regulacji sektorowych, przede wszystkim mające na celu wprowadzenie odesłań do bezpośrednio stosowanych przepisów rozporządzenia 2022/2554. We ww. zakresie, wpływem projektowanej ustawy będą objęte podmioty, o których mowa w projektowanym art. 18za ust. 1 pkt 1 – 4, 6 – 10, 18 – 19 oraz 23 i 24 (art. 5 pkt 6 projektu). Pozostałe podmioty wymienione w projektowanym art. 18za ust. 1 będą objęte skutkami regulacji, w zakresie kontroli działalności tych podmiotów, której celem jest ustalenie zgodności działalności podmiotów, o których mowa w ust. 1, z przepisami rozporządzenia 2022/2554.  |
| sektor mikro-, małych i średnich przedsiębiorstw | Projektowane zmiany nie powinny mieć wpływu na działalność mikro- i małych przedsiębiorców. Zgodnie z zasadą proporcjonalności wyrażoną w art. 4 rozporządzenia 2022/2554 podmioty finansowe stosują przepisy tego rozporządzenia, biorąc pod uwagę swoją wielkość i ogólny profil ryzyka oraz charakter, skalę i stopień złożoności swoich usług, działań i operacji. |
| rodzina, obywatele oraz gospodarstwa domowe  | Wejście w życie ustawy będzie miało korzystny wpływ na podniesienie poziomu ochrony konsumentów poprzez zwiększenie odporności cyfrowej i bezpieczeństwa ICT w obszarze usług finansowych. |
| Niemierzalne |  |  |
| Dodatkowe informacje, w tym wskazanie źródeł danych i przyjętych do obliczeń założeń  | Projektowana regulacja powinna mieć korzystny wpływ na funkcjonowanie przedsiębiorców oraz na rodzinę, obywateli i gospodarstwa domowe ze względu na zwiększenie bezpieczeństwa usług finansowych świadczonych przez podmioty finansowe takie jak banki, czy zakłady ubezpieczeń.  |
| 1. **Zmiana obciążeń regulacyjnych (w tym obowiązków informacyjnych) wynikających z projektu**
 |
| [ ]  nie dotyczy |
| Wprowadzane są obciążenia poza bezwzględnie wymaganymi przez UE (szczegóły w odwróconej tabeli zgodności). | [ ]  tak[ ]  nie[x]  nie dotyczy |
| [ ]  zmniejszenie liczby dokumentów [ ]  zmniejszenie liczby procedur[ ]  skrócenie czasu na załatwienie sprawy[ ]  inne: … | [x]  zwiększenie liczby dokumentów[x]  zwiększenie liczby procedur[ ]  wydłużenie czasu na załatwienie sprawy[ ]  inne: … |
| Wprowadzane obciążenia są przystosowane do ich elektronizacji.  | [x]  tak[ ]  nie[ ]  nie dotyczy |
| W celu zapewnienia wysokiego poziomu operacyjnej odporności cyfrowej, zwiększa się liczba podmiotów finansowych objętych zakresem obowiązków związanych z informowaniem o poważnych incydentach związanych z ICT oraz o znaczących zagrożeniach. Ponadto zakres obowiązków związany jest z rozmiarem przedsiębiorstwa, zatem podmioty finansowe zostaną zobowiązane do przekazywania oświadczenia o posiadaniu statusu mikroprzedsiębiorstwa.  |
| 1. **Wpływ na rynek pracy**
 |
| Z raportu firmy analitycznej PMR „Rynek cyberbezpieczeństwa w Polsce 2021. Analiza rynku i prognozy rozwoju na lata 2022-2026” wynika, że lata 2021-2022 to powrót do dwucyfrowej dynamiki wydatków na cyberbezpieczeństwo w Polsce. W kolejnym roku wartość roku już wyraźnie przekroczy 2 mld zł, co powinno przełożyć się na rynek pracy i wzrost zapotrzebowania w szczególności na specjalistów w dziedzinie bezpieczeństwa IT/ICT. https://www.pmrmarketexperts.com/wiadomosci/wartosc-rynku-cyberbezpieczenstwa-w-2022-roku-przekroczy-2-mld-zl/ |
| 1. **Wpływ na pozostałe obszary**
 |
| [ ]  środowisko naturalne[ ]  sytuacja i rozwój regionalny[ ]  sądy powszechne, administracyjne lub wojskowe | [ ]  demografia[ ]  mienie państwowe[ ]  inne: | [x]  informatyzacja[ ]  zdrowie |
| Omówienie wpływu | Zgodnie z pkt 16 preambuły do rozporządzenia 2022/2554: „(…) rozporządzenie zwiększa poziom harmonizacji różnych elementów odporności cyfrowej poprzez wprowadzenie wymogów w zakresie zarządzania ryzykiem związanym z ICT i zgłaszania incydentów związanych z ICT, które to wymogi są bardziej rygorystyczne w porównaniu z wymogami określonymi w obecnych unijnych przepisach dotyczących usług finansowych, ten wyższy poziom zapewnia zwiększoną harmonizację również w porównaniu z wymogami określonymi w dyrektywie (UE) 2022/2555 (…)”. W zakresie stosunku rozporządzenia 2022/2554 do regulacji o charakterze ogólnym, zgodnie z art. 1 ust. 2, w odniesieniu do podmiotów finansowych zidentyfikowanych jako podmioty kluczowe lub ważne zgodnie z przepisami krajowymi transponującymi art. 3 dyrektywy Parlamentu Europejskiego i Rady 2022/2555 z dnia 14 grudnia 2022 r. w sprawie środków na rzecz wysokiego wspólnego poziomu cyberbezpieczeństwa na terytorium Unii, zmieniająca rozporządzenie (UE) nr 910/2014 i dyrektywę (UE) 2018/1972 oraz uchylająca dyrektywę (UE) 2016/1148 (dyrektywa NIS 2), niniejsze rozporządzenie uznaje się za sektorowy akt prawny Unii Europejskiej do celów art. 4 tej dyrektywy. W związku z powyższym, projektowana ustawa wprowadzi regulacje szczególne, dedykowane sektorowi usług finansowych.  |
| 1. **Planowane wykonanie przepisów aktu prawnego**
 |
| Planowane wykonanie przepisów ustawy nastąpi wraz z jej wejściem w życie. |
| 1. **W jaki sposób i kiedy nastąpi ewaluacja efektów projektu oraz jakie mierniki zostaną zastosowane?**
 |
| Stosowanie regulacji będzie stanowić przedmiot bieżących analiz prowadzonych przez Ministerstwo Finansów oraz KNF.  |
| 1. **Załączniki (istotne dokumenty źródłowe, badania, analizy itp.)**
 |
| Brak. |