Projekt z dnia 5 kwietnia 2024 r.

ustawa

z dnia …

o zmianie niektórych ustaw w związku z zapewnieniem operacyjnej odporności cyfrowej sektora finansowego[[1]](#footnote-2)), [[2]](#footnote-3))

Art. 1. W ustawie z dnia 28 sierpnia 1997 r. o organizacji i funkcjonowaniu funduszy emerytalnych (Dz. U. z 2023 r. poz. 930, 1672 i 1941) art. 26d otrzymuje brzmienie:

„Art. 26d. Pracownicze towarzystwo jest obowiązane do opracowania i wprowadzenia planów awaryjnych zgodnie z rozporządzeniem Parlamentu Europejskiego i Rady (UE) 2022/2554 z dnia 14 grudnia 2022 r. w sprawie operacyjnej odporności cyfrowej sektora finansowego i zmieniającym rozporządzenia (WE) nr 1060/2009, (UE) nr 648/2012, (UE) nr 600/2014, (UE) nr 909/2014 oraz (UE) 2016/1011 (Dz. Urz. UE L 333 z 27.12.2022, str. 1).”.

Art. 2. W ustawie z dnia 29 sierpnia 1997 r. – Prawo bankowe (Dz. U. z 2023 r. poz. 2488) wprowadza się następujące zmiany:

1) w art. 4 w ust. 1 po pkt 40b dodaje się pkt 40c w brzmieniu:

„40c) rozporządzenie 2022/2554 – rozporządzenie Parlamentu Europejskiego i Rady (UE) 2022/2554 z dnia 14 grudnia 2022 r. w sprawie operacyjnej odporności cyfrowej sektora finansowego i zmieniające rozporządzenia (WE) nr 1060/2009, (UE) nr 648/2012, (UE) nr 600/2014, (UE) nr 909/2014 oraz (UE) 2016/1011 (Dz. Urz. UE L 333 z 27.12.2022, str. 1).”;

2) w art. 6a w ust. 1 w pkt 2 kropkę zastępuje się średnikiem i dodaje się pkt 3 i 4 w brzmieniu:

„3) zadań związanych z obowiązkami sprawozdawczymi, o których mowa w art. 19 rozporządzenia 2022/2554;

4) zadań związanych ze sprawdzaniem zgodności z wymogami dotyczącymi zarządzania ryzykiem związanym z technologiami informacyjno-komunikacyjnymi, zwanymi dalej „ICT”, o którym mowa w art. 3 pkt 5 rozporządzenia 2022/2554.”;

3) w art. 6c:

a) w ust. 1:

– pkt 1 otrzymuje brzmienie:

„1) bank i przedsiębiorca lub przedsiębiorca zagraniczny posiadają strategie i plany awaryjne oraz strategie i plany na rzecz ciągłości działania, w tym w zakresie ICT, oraz plany reagowania i przywracania sprawności ICT, zgodnie z rozporządzeniem 2022/2554, w odniesieniu do systemów ICT wspierających wszystkie funkcje, w zakresie objętym umową;”,

– w pkt 3 kropkę zastępuje się średnikiem i dodaje się pkt 4 w brzmieniu:

„4) bank i przedsiębiorca lub przedsiębiorca zagraniczny posiadają sieci i systemy teleinformatyczne, utworzone i zarządzane zgodnie z rozporządzeniem 2022/2554.”,

b) po ust. 1 dodaje się ust. 1a w brzmieniu:

„1a. Strategie i plany na rzecz ciągłości działania w zakresie ICT oraz plany reagowania i przywracania sprawności ICT są utworzone, zarządzane i testowane, zgodnie z art. 11 rozporządzenia 2022/2554, w sposób zapewniający bankowi i przedsiębiorcy lub przedsiębiorcy zagranicznemu prowadzenie działalności w przypadku wystąpienia poważnego zakłócenia działalności, a także w sposób pozwalający ograniczyć straty ponoszone w wyniku takiego zakłócenia.”,

c) w ust. 4 pkt 3 otrzymuje brzmienie:

„3) przedstawienia strategii i planów, o których mowa w ust. 1 pkt 1, w zakresie objętym umową, o której mowa w art. 6a ust. 1, 7 lub 7a;”;

4) po art. 9ce dodaje się art. 9cf w brzmieniu:

„Art. 9cf. Bank posiada sieci i systemy teleinformatyczne, utworzone i zarządzane zgodnie z rozporządzeniem 2022/2554.”;

5) w art. 133a po ust. 4 dodaje się ust. 4a w brzmieniu:

„4a. W badaniu i ocenie nadzorczej Komisja Nadzoru Finansowego bierze pod uwagę wyniki testów operacyjnej odporności cyfrowej przeprowadzonych zgodnie z rozdziałem IV rozporządzenia 2022/2554.”.

Art. 3. W ustawie z dnia 27 maja 2004 r. o funduszach inwestycyjnych i zarządzaniu alternatywnymi funduszami inwestycyjnymi (Dz. U. z 2023 r. poz. 681, 825, 1723 i 1941) wprowadza się następujące zmiany:

1) w art. 2 po pkt 2l dodaje się pkt 2m w brzmieniu:

„2m) rozporządzeniu 2022/2554 – rozumie się przez to rozporządzenie Parlamentu Europejskiego i Rady (UE) 2022/2554 z dnia 14 grudnia 2022 r. w sprawie operacyjnej odporności cyfrowej sektora finansowego i zmieniające rozporządzenia (WE) nr 1060/2009, (UE) nr 648/2012, (UE) nr 600/2014, (UE) nr 909/2014 oraz (UE) 2016/1011 (Dz. Urz. UE L 333 z 27.12.2022, str. 1);”;

2) w art. 48 w ust. 2b po pkt 1 dodaje się pkt 1a w brzmieniu:

„1a) stosować rozwiązania techniczne i organizacyjne zapewniające bezpieczeństwo i kontrolę środowiska teleinformatycznego i przetwarzania w nim danych, w tym w odniesieniu do sieci i systemów teleinformatycznych utworzonych i zarządzanych zgodnie z rozporządzeniem 2022/2554;”;

3) w art. 70l w ust. 2 po pkt 1 dodaje się pkt 1a w brzmieniu:

„1a) stosować rozwiązania techniczne i organizacyjne zapewniające bezpieczeństwo i kontrolę środowiska teleinformatycznego i przetwarzania w nim danych, w tym w odniesieniu do sieci i systemów teleinformatycznych utworzonych i zarządzanych zgodnie z rozporządzeniem 2022/2554;”.

Art. 4. W ustawie z dnia 29 lipca 2005 r. o obrocie instrumentami finansowymi (Dz. U. z 2023 r. poz. 646, 825, 1723 i 1941) wprowadza się następujące zmiany:

1) w art. 3 po pkt 4zf dodaje się pkt 4zg w brzmieniu:

„4zg) rozporządzeniu 2022/2554 – rozumie się przez to rozporządzenie Parlamentu Europejskiego i Rady (UE) 2022/2554 z dnia 14 grudnia 2022 r. w sprawie operacyjnej odporności cyfrowej sektora finansowego i zmieniające rozporządzenia (WE) nr 1060/2009, (UE) nr 648/2012, (UE) nr 600/2014, (UE) nr 909/2014 oraz (UE) 2016/1011 (Dz. Urz. UE L 333 z 27.12.2022, str. 1);”;

2) w art. 74e:

a) w ust. 1:

– pkt 1 otrzymuje brzmienie:

„1) zapewnienie odporności i wydajności sieci i systemów teleinformatycznych, zgodnie z rozdziałem II rozporządzenia 2022/2554 w stopniu odpowiadającym skali prowadzonej działalności, w szczególności limitom i progom transakcyjnym;”,

– pkt 4 otrzymuje brzmienie:

„4) zapewnienie ciągłości obsługi oraz pracy sieci i systemów teleinformatycznych wykorzystywanych w prowadzonej działalności, w tym posiadanie strategii i planów na rzecz ciągłości działania w zakresie technologii informacyjno-komunikacyjnych, zwanych dalej „ICT”, oraz planów reagowania i przywracania sprawności ICT, zgodnie z art. 11 rozporządzenia 2022/2554.”,

b) ust. 2 otrzymuje brzmienie:

„2. Firma inwestycyjna monitoruje działanie urządzeń i systemów teleinformatycznych i przeprowadza testy operacyjnej odporności cyfrowej w zakresie oceny prawidłowości ich działania w celu identyfikowania i eliminacji potencjalnych lub rzeczywistych naruszeń wymogów, o których mowa w ust. 1, oraz wymogów, o których mowa w rozdziałach II i IV rozporządzenia 2022/2554.”;

3) w art. 83a ust. 1 otrzymuje brzmienie:

„1. Firma inwestycyjna jest obowiązana stosować w prowadzonej działalności rozwiązania techniczne i organizacyjne, w tym systemy oparte na ICT utworzone i zarządzane zgodnie z art. 7 rozporządzenia 2022/2554, zapewniające bezpieczeństwo i ciągłość świadczonych usług maklerskich oraz ochronę interesów klientów i informacji poufnych lub stanowiących tajemnicę zawodową.”;

4) w art. 110zj w ust. 3 pkt 16 otrzymuje brzmienie:

„16) porozumienia, umowy i inne działania mające na celu utrzymanie ciągłości działania domu maklerskiego, w tym sieci i systemów teleinformatycznych, utworzonych i zarządzanych zgodnie z rozporządzeniem 2022/2554;”.

Art. 5. W ustawie z dnia 21 lipca 2006 r. o nadzorze nad rynkiem finansowym (Dz. U. z 2024 r. poz. 135) wprowadza się następujące zmiany:

1) w art. 1 w ust. 2 w pkt 14 kropkę zastępuje się średnikiem i dodaje się pkt 15 w brzmieniu:

„15) nadzór w zakresie przewidzianym przepisami rozporządzenia Parlamentu Europejskiego i Rady (UE) 2022/2554 z dnia 14 grudnia 2022 r. w sprawie operacyjnej odporności cyfrowej sektora finansowego i zmieniającego rozporządzenia (WE) nr 1060/2009, (UE) nr 648/2012, (UE) nr 600/2014, (UE) nr 909/2014 oraz (UE) 2016/1011 (Dz. Urz. UE L 333 z 27.12.2022, str. 1), zwanego dalej „rozporządzeniem 2022/2554.”;

2) po art. 3v dodaje się art. 3w w brzmieniu:

„Art. 3w. Komisja jest właściwym organem w rozumieniu art. 46 rozporządzenia 2022/2554.”;

3) w art. 4 w ust. 1 po pkt 3b dodaje się pkt 3c w brzmieniu:

„3c) podejmowanie działań służących przestrzeganiu przepisów rozporządzenia 2022/2554 w zakresie zapewnienia operacyjnej odporności cyfrowej sektora finansowego;”;

4) w art. 4a ust. 3 otrzymuje brzmienie:

„3. Dane osobowe, o których mowa w ust. 1, Komisja przetwarza przez okres 25 lat, z wyłączeniem danych osobowych, o których mowa w art. 56 ust. 1 rozporządzenia 2022/2554, które Komisja przetwarza przez okres 15 lat w celu sprawowania nadzoru w zakresie zgodności działalności z przepisami rozporządzenia 2022/2554 w zakresie zapewnienia operacyjnej odporności cyfrowej sektora finansowego.”;

5) w art. 17cc otrzymuje brzmienie:

„Art. 17cc. 1. W zakresie niezbędnym do wykonywania zadania, o którym mowa w art. 4 ust. 1 pkt 3b i 3c, Komisja może przekazywać informacje, w tym chronione na podstawie odrębnych ustaw, podmiotowi podlegającemu nadzorowi Komisji, jeżeli ich przekazanie jest niezbędne do podjęcia przez ten podmiot działań polegających na przeciwdziałaniu zagrożeniom w zakresie bezpieczeństwa sieci i systemów teleinformatycznych w rozumieniu przepisów rozporządzenia 2022/2554 lub systemów teleinformatycznych w rozumieniu art. 3 pkt 3 ustawy z dnia 17 lutego 2005 r. o informatyzacji działalności podmiotów realizujących zadania publiczne, wykorzystywanych przez ten podmiot lub wymaga tego ochrona interesów jego klientów.

2. W zakresie niezbędnym do wykonywania zadania, o którym mowa w art. 4 ust. 1 pkt 3b, Komisja może żądać od podmiotu podlegającego jej nadzorowi informacji, dokumentów lub wyjaśnień, w zakresie, trybie i na warunkach określonych w przepisach, o których mowa w art. 1 ust. 2.

3. W zakresie niezbędnym do wykonywania zadania, o którym mowa w art. 4 ust. 1 pkt 3c, Komisja może żądać od podmiotu podlegającego jej nadzorowi informacji, dokumentów lub wyjaśnień, w zakresie określonym w przepisach rozporządzenia 2022/2554.

4. Podmioty finansowe, o których mowa w art. 18za ust. 1, powiadamiają Komisję o swoim przystąpieniu do ustaleń dotyczących wymiany informacji, o których mowa w art. 45 ust. 1 rozporządzenia 2022/2554, zgodnie z art. 45 ust. 3 tego rozporządzenia.

5. Centralne depozyty papierów wartościowych, o których mowa w art. 18za ust. 1 pkt 10, przekazują Komisji kopie wyników testów ciągłości w zakresie technologii informacyjno-komunikacyjnych, zwanych dalej „ICT”, zgodnie z art. 11 ust. 9 rozporządzenia 2022/2554.”;

6) po rozdziale 2b dodaje się rozdział 2c w brzmieniu:

„Rozdział 2c

Nadzór nad podmiotami finansowymi w zakresie zapewnienia operacyjnej odporności cyfrowej sektora finansowego

Art. 18za. 1. Komisja może przeprowadzać kontrolę zgodności działalności z przepisami rozporządzenia 2022/2554 w zakresie zapewnienia operacyjnej odporności cyfrowej sektora finansowego:

1) banku krajowego w rozumieniu art. 4 ust. 1 pkt 1 ustawy – Prawo bankowe,

2) banku zagranicznego w rozumieniu art. 4 ust. 1 pkt 2 ustawy – Prawo bankowe,

3) banku hipotecznego, o którym mowa w ustawie z dnia 29 sierpnia 1997 r. o listach zastawnych i bankach hipotecznych,

4) banku spółdzielczego w rozumieniu art. 2 pkt 1 ustawy z dnia 7 grudnia 2000 r. o funkcjonowaniu banków spółdzielczych, ich zrzeszaniu się i bankach zrzeszających,

5) banku zrzeszającego w rozumieniu art. 2 pkt 2 ustawy z dnia 7 grudnia 2000 r. o funkcjonowaniu banków spółdzielczych, ich zrzeszaniu się i bankach zrzeszających,

6) instytucji kredytowej w rozumieniu art. 4 ust. 1 pkt 17 ustawy – Prawo bankowe,

7) Krajowej Spółdzielczej Kasy Oszczędnościowo-Kredytowej, o której mowa w ustawie z dnia 5 listopada 2009 r. o spółdzielczych kasach oszczędnościowo-kredytowych,

8) spółdzielczej kasy oszczędnościowo-kredytowej, o której mowa w ustawie z dnia 5 listopada 2009 r. o spółdzielczych kasach oszczędnościowo-kredytowych,

9) firmy inwestycyjnej w rozumieniu art. 3 pkt 33 ustawy z dnia 29 lipca 2005 r. o obrocie instrumentami finansowymi,

10) domu maklerskiego stosującego rozporządzenie nr 575/2013 w rozumieniu art. 4 ust. 1 pkt 44a ustawy – Prawo bankowe,

11) pracowniczego towarzystwa w rozumieniu art. 8 pkt 9 ustawy z dnia 28 sierpnia 1997 r. o organizacji i funkcjonowaniu funduszy emerytalnych,

12) zarządzającego ASI w rozumieniu art. 2 pkt 3a ustawy o funduszach inwestycyjnych prowadzącego działalność na podstawie zezwolenia,

13) towarzystwa posiadającego zezwolenie na zarządzanie alternatywnymi funduszami inwestycyjnymi, wydanego na podstawie art. 38 ust. 1 ustawy o funduszach inwestycyjnych,

14) towarzystwa funduszy inwestycyjnych zarządzającego otwartym funduszem inwestycyjnym, o którym mowa w ustawie o funduszach inwestycyjnych,

15) podmiotu prowadzącego system obrotu instrumentami finansowymi w rozumieniu art. 3 pkt 9a ustawy z dnia 29 lipca 2005 r. o obrocie instrumentami finansowymi,

16) centralnego depozytu papierów wartościowych w rozumieniu art. 3 pkt 21a ustawy z dnia 29 lipca 2005 r. o obrocie instrumentami finansowymi,

17) CCP w rozumieniu art. 3 pkt 49 ustawy z dnia 29 lipca 2005 r. o obrocie instrumentami finansowymi,

18) zatwierdzonego podmiotu publikującego w rozumieniu art. 3 pkt 33a ustawy z dnia 29 lipca 2005 r. o obrocie instrumentami finansowymi,

19) zatwierdzonego mechanizmu sprawozdawczego w rozumieniu art. 3 pkt 33c ustawy z dnia 29 lipca 2005 r. o obrocie instrumentami finansowymi,

20) administratora w rozumieniu art. 3 pkt 57 ustawy z dnia 29 lipca 2005 r. o obrocie instrumentami finansowymi,

21) dostawcy świadczącego usługę dostępu do informacji o rachunku w rozumieniu art. 2 pkt 4e ustawy z dnia 19 sierpnia 2011 r. o usługach płatniczych,

22) instytucji pieniądza elektronicznego w rozumieniu art. 2 pkt 10a ustawy z dnia 19 sierpnia 2011 r. o usługach płatniczych,

23) krajowej instytucji płatniczej w rozumieniu art. 2 pkt 11 ustawy z dnia 19 sierpnia 2011 r. o usługach płatniczych,

24) zakładu reasekuracji, o którym mowa w ustawie o działalności ubezpieczeniowej i reasekuracyjnej,

25) zakładu ubezpieczeń, o którym mowa w ustawie o działalności ubezpieczeniowej i reasekuracyjnej,

26) pośrednika ubezpieczeniowego w rozumieniu art. 3 ust. 1 pkt 15 ustawy z dnia 15 grudnia 2017 r. o dystrybucji ubezpieczeń,

27) dostawcy usług finansowania społecznościowego w rozumieniu art. 2 pkt 3 ustawy z dnia 7 lipca 2022 r. o finansowaniu społecznościowym dla przedsięwzięć gospodarczych i pomocy kredytobiorcom,

28) dostawcy usług w zakresie kryptowalut w rozumieniu art. 3 ust. 1 pkt 15 rozporządzenia Parlamentu Europejskiego i Rady (UE) 2023/1114 z dnia 31 maja 2023 r. w sprawie rynków kryptoaktywów oraz zmiany rozporządzeń (UE) nr 1093/2010 i (UE) nr 1095/2010 oraz dyrektyw 2013/36/UE i (UE) 2019/1937 (Dz. Urz. L 150 z 9.06.2023, str. 40),

29) agencji ratingowej w rozumieniu art. 3 ust. 1 lit. b rozporządzenia Parlamentu Europejskiego i Rady nr 1060/2009 z dnia 16 września 2009 r. w sprawie agencji ratingowych,

30) repozytorium sekurytyzacji w rozumieniu art. 2 pkt 23 rozporządzenia 2017/2402,

31) repozytorium transakcji w rozumieniu art. 2 pkt 2 rozporządzenia Parlamentu Europejskiego i Rady (UE) nr 648/2012 z dnia 4 lipca 2012 r. w sprawie instrumentów pochodnych będących przedmiotem obrotu poza rynkiem regulowanym, kontrahentów centralnych i repozytoriów transakcji

– zwanych w niniejszym rozdziale „podmiotami finansowymi”.

2. Kontroli, o której mowa w ust. 1, nie podlega:

1) pracownicze towarzystwo w rozumieniu art. 8 pkt 9 ustawy z dnia 28 sierpnia 1997 r. o organizacji i funkcjonowaniu funduszy emerytalnych, które obsługuje pracownicze programy emerytalne liczące łącznie nie więcej niż 15 uczestników;

2) zarządzający ASI w rozumieniu art. 2 pkt 3a ustawy o funduszach inwestycyjnych prowadzący działalność na podstawie wpisu do rejestru zarządzających ASI;

3) podmioty, o których mowa w art. 32 ust. 2 ustawy o funduszach inwestycyjnych;

4) pośrednik ubezpieczeniowy, o którym mowa w art. 3 ust. 1 pkt 15 ustawy z dnia 15 grudnia 2017 r. o dystrybucji ubezpieczeń, będący mikroprzedsiębiorstwem w rozumieniu art. 3 pkt 60 rozporządzenia 2022/2554, małym przedsiębiorstwem w rozumieniu art. 3 pkt 63 rozporządzenia 2022/2554 lub średnim przedsiębiorstwem w rozumieniu art. 3 pkt 64 rozporządzenia 2022/2554.

3. Czynności kontrolne są wykonywane przez pracowników Urzędu Komisji po okazaniu legitymacji służbowej oraz doręczeniu upoważnienia wydanego przez Przewodniczącego Komisji lub upoważnioną przez niego osobę.

4. W toku kontroli pracownicy, o których mowa w ust. 3, mają prawo:

1) wstępu na grunt oraz do budynków, lokali lub innych pomieszczeń kontrolowanego podmiotu;

2) żądania od kontrolowanego podmiotu lub osoby przez niego upoważnionej udzielenia ustnych lub pisemnych wyjaśnień związanych z przedmiotem kontroli;

3) przesłuchania osób, o których mowa w pkt 2, pod warunkiem wyrażenia przez nie zgody;

4) wglądu do dokumentów związanych z przedmiotem kontroli, w szczególności dokumentów finansowych, księgowych, handlowych, akt postępowań prowadzonych na podstawie właściwych przepisów prawa, ksiąg, ewidencji, dokumentów wewnętrznych, w tym regulaminów oraz instrukcji, dotyczących działalności kontrolowanego podmiotu, oraz żądania sporządzenia, na koszt kontrolowanego podmiotu, kopii tych dokumentów lub wyciągów z nich, w tym w postaci dokumentu elektronicznego w rozumieniu art. 3 pkt 2 ustawy z dnia 17 lutego 2005 r. o informatyzacji działalności podmiotów realizujących zadania publiczne, w zakresie niezbędnym do przeprowadzenia i zakończenia kontroli;

5) żądania od kontrolowanego podmiotu lub osoby przez niego upoważnionej poświadczenia za zgodność z oryginałem pozyskiwanych od niego dokumentów, o których mowa w pkt 4;

6) wglądu do systemów i sieci teleinformatycznych, urządzeń, informacji i danych związanych z ICT oraz danych zawartych w systemie informatycznym, związanych z przedmiotem kontroli, w zakresie niezbędnym do przeprowadzenia i zakończenia kontroli.

Art. 18zb. W celu ustalenia, czy doszło do naruszenia przepisów rozporządzenia 2022/2554, w szczególności gdy wyniki kontroli, o której mowa w art. 18za ust. 1, wskazują na uzasadnione podejrzenie takiego naruszenia, Komisja może żądać od przedsiębiorcy telekomunikacyjnego w rozumieniu przepisów ustawy z dnia 16 lipca 2004 r. – Prawo telekomunikacyjne (Dz. U. z 2024 r. poz. 34) udostępnienia, na jego koszt, rejestrów przesyłu danych będących w jego posiadaniu, za okres, w którym wystąpiła możliwość naruszenia.

Art. 18zc. 1. Podmioty finansowe przekazują Komisji informacje, o których mowa w:

1) art. 28 ust. 3 akapit trzeci rozporządzenia 2022/2554, w terminie do dnia 31 stycznia każdego roku;

2) art. 28 ust. 3 akapit piąty rozporządzenia 2022/2554, niezwłocznie, nie później niż w terminie 14 dni przed dniem związania się postanowieniami umownymi albo od dnia zmiany funkcji, o której mowa w art. 28 ust. 3 akapit piąty rozporządzenia 2022/2554.

2. Informacje, o których mowa w ust. 1, a także informacje, o których mowa w art. 28 ust. 3 akapit czwarty rozporządzenia 2022/2554, są przekazywane za pośrednictwem systemu teleinformatycznego Komisji.

Art.18zd. 1. Komisja, uwzględniając ocenę elementów wskazanych w art. 26 ust. 8 akapit trzeci rozporządzenia 2022/2554, określa podmioty finansowe zobowiązane do przeprowadzenia zaawansowanych testów, o których mowa w art. 26 rozporządzenia 2022/2554, spośród podmiotów wymienionych w art. 26 ust. 1 rozporządzenia 2022/2554, uwzględniając kryteria określone w art. 4 ust. 2 rozporządzenia 2022/2554.

2. Podmiot finansowy przekazuje Komisji wynik oceny, wykonanej zgodnie z art. 26 ust. 2 akapit trzeci rozporządzenia 2022/2554, wskazującej które krytyczne lub istotne funkcje należy objąć testami, o których mowa w ust. 1, w celu zatwierdzenia wyniku oceny przez Komisję.

3. Podmiot finansowy, o którym mowa w ust. 1, przekazuje Komisji informacje, o których mowa w art. 26 ust. 6 rozporządzenia 2022/2554.

4. Komisja przekazuje podmiotowi finansowemu o którym mowa w ust. 1, poświadczenie, o którym mowa w art. 26 ust. 7 rozporządzenia 2022/2554, że testy, o których mowa w ust. 1, zostały przeprowadzone zgodnie z wymogami potwierdzonymi w dokumentacji, o której mowa w art. 26 ust. 6 rozporządzenia 2022/2554.

5. Komisja może zwrócić się do podmiotu finansowego, o którym mowa w ust. 1, o zmniejszenie lub zwiększenie częstotliwości przeprowadzania testów, o których mowa w ust. 1.

6. W przypadku gdy podmiot finansowy, o którym mowa w ust. 1, zamierza korzystać z usług testerów wewnętrznych zgodnie z art. 26 ust. 8 rozporządzenia 2022/2554, przekazuje do zatwierdzenia Komisji informacje o zamiarze korzystania z ich usług.

7. Komisja przed zatwierdzeniem korzystania z usług testerów wewnętrznych, o którym mowa w ust. 6, ocenia, czy testerzy wewnętrzni spełniają wymogi określone w art. 27 ust. 1 i art. 27 ust. 2 lit. b i c rozporządzenia 2022/2554.

Art. 18ze. 1. Komisja informuje podmiot finansowy o ryzyku zidentyfikowanym w zaleceniach, o których mowa w art. 35 ust. 1 lit. d rozporządzenia 2022/2554, w odniesieniu do zewnętrznego dostawcy usług ICT w rozumieniu art. 3 pkt 19 rozporządzenia 2022/2554, zwanego dalej ,,zewnętrznym dostawcą usług ICT”, z którym podmiot finansowy zawarł umowę.

2. Podmiot finansowy informuje Komisję o sposobie realizacji zaleceń, o których mowa w ust. 1, w szczególności o zmianach postanowień umowy zawartej z zewnętrznym dostawcą usług ICT.

3. W przypadku gdy Komisja uzna, że podmiot finansowy nie uwzględnił ryzyka zidentyfikowanego w zaleceniach, o których mowa w art. 35 ust. 1 lit. d rozporządzenia 2022/2554, lub uwzględnił je w sposób niewystarczający, w postanowieniach umowy zawartej z zewnętrznym dostawcą usług ICT, o którym mowa w ust. 2, Komisja informuje podmiot finansowy o możliwości podjęcia decyzji, o której mowa w art. 42 ust. 6 rozporządzenia 2022/2554.

4. Po upływie 60 dni od przekazania informacji, o której mowa w ust. 3, Komisja może wydać decyzję, o której mowa w art. 42 ust. 6 rozporządzenia 2022/2554. Wydając decyzję Komisja, określa termin jej obowiązywania. Decyzja obowiązuje nie dłużej niż do czasu wyeliminowania ryzyka zidentyfikowanego w zaleceniach, o których mowa w ust. 1. Komisja przed wydaniem decyzji może skonsultować się z organami, o których mowa w art. 42 ust. 5 rozporządzenia 2022/2554.

5. Komisja podejmując decyzję, o której mowa w art. 42 ust. 6 rozporządzenia 2022/2554, uwzględnia okoliczności określone w art. 42 ust. 8 rozporządzenia 2022/2554.

6. Komisja może przedłużyć, w drodze decyzji, termin obowiązywania decyzji, o której mowa w art. 42 ust. 6 rozporządzenia 2022/2554.

7. Decyzja, o której mowa w art. 42 ust. 6 rozporządzenia 2022/2554, oraz decyzja, o której mowa w ust. 6, są natychmiast wykonalne.

8. Komisja informuje członków forum nadzoru, o których mowa w art. 32 ust. 4 lit. a–c rozporządzenia 2022/2554, oraz wspólną sieć nadzoru, o wydaniu decyzji, o której mowa w art. 42 ust. 6 rozporządzenia 2022/2554, oraz przedłużeniu terminu obowiązywania tej decyzji, zgodnie z art. 42 ust. 9 rozporządzenia 2022/2554.

Art. 18zf. 1. W przypadku gdy działalność podmiotu finansowego jest wykonywana z naruszeniem przepisów rozdziału II sekcji I oraz sekcji II, z wyłączeniem art. 11 ust. 11, art. 15 oraz art.16 ust. 3, rozdziału III, z wyłączeniem art. 18 ust. 3 i 4, art. 19 ust. 6–8, art. 20–22, rozdziału IV, z wyłączeniem art. 26 ust. 9–11, rozdziału V sekcji I, z wyłączeniem art. 28 ust. 9 i 10, art. 31 ust. 12 oraz art. 45 ust. 3 rozporządzenia 2022/2554, Komisja może, w drodze decyzji:

1) nakazać osobie fizycznej, osobie prawnej lub jednostce organizacyjnej nieposiadającej osobowości prawnej zaprzestanie danego zachowania oraz powstrzymanie się od takiego zachowania w przyszłości;

2) osobie kierującej przedsiębiorstwem, w szczególności pełniącej funkcję kierowniczą lub wchodzącej w skład organu zarządzającego przedsiębiorcy, która w ramach sprawowania swojej funkcji, w czasie trwania stwierdzonego naruszenia tych przepisów, dopuściła przez swoje działanie lub zaniechanie do naruszenia, zakazać pełnienia funkcji członka zarządu lub rady nadzorczej albo innej funkcji kierowniczej tego podmiotu, przez okres nie krótszy niż miesiąc i nie dłuższy niż rok;

3) nałożyć karę pieniężną do wysokości nieprzekraczającej:

a) w przypadku osoby prawnej lub jednostki organizacyjnej nieposiadającej osobowości prawnej:

– kwoty 20 869 500 zł lub 10% przychodów netto ze sprzedaży towarów i usług oraz operacji finansowych, a w przypadku zakładu ubezpieczeń lub zakładu reasekuracji – 10% składki przypisanej brutto, wykazanych w ostatnim sprawozdaniu finansowym za rok obrotowy, zatwierdzonym przez organ zatwierdzający, albo

– dwukrotności kwoty korzyści uzyskanych lub strat unikniętych w wyniku tego naruszenia – w przypadku gdy jest możliwe ich ustalenie,

b) w przypadku osoby fizycznej, w tym odpowiedzialnej za to naruszenie, która w tym okresie pełniła obowiązki członka zarządu tego podmiotu – kwoty 3 042 410 zł.

2. Komisja może w przypadku naruszenia przepisów rozporządzenia 2022/2554, określonych w ust. 1, wydać publiczne oświadczenie, w którym wskazuje imię i nazwisko osoby fizycznej albo firmę lub nazwę osoby prawnej lub jednostki nieposiadającej osobowości prawnej, odpowiedzialnych za naruszenie, oraz charakter tego naruszenia.

3. W przypadku gdy osoba prawna lub jednostka organizacyjna nieposiadająca osobowości prawnej, o których mowa w ust. 1 pkt 3 lit. a, jest jednostką dominującą albo jednostką zależną jednostki dominującej, która ma obowiązek sporządzać skonsolidowane sprawozdania finansowe zgodnie z ustawą z dnia 29 września 1994 r. o rachunkowości, karę pieniężną, o której mowa w ust. 1 pkt 3 lit. a, ustala się na podstawie przychodów netto ze sprzedaży towarów i usług oraz operacji finansowych, a w przypadku zakładu ubezpieczeń i zakładu reasekuracji – składki przypisanej brutto, wykazanych w ostatnim rocznym skonsolidowanym sprawozdaniu finansowym zatwierdzonym przez organ zatwierdzający jednostki dominującej.

4.  Komisja wydając decyzje, o których mowa w ust. 1, uwzględnia okoliczności, o których mowa w art. 51 ust. 2 rozporządzenia 2022/2554.

5. Decyzje, o których mowa w ust. 1 pkt 1 i 2, są natychmiast wykonalne.

Art. 18zg. Decyzje, o których mowa w art. 18zf ust. 1 pkt 3, są udostępniane na stronie internetowej Komisji, zgodnie z art. 54 rozporządzenia 2022/2554 przez okres 5 lat, licząc od dnia ich udostępnienia.

Art. 18zh. 1. Komisja współpracuje oraz wymienia informacje i dokumenty z:

1) właściwymi organami w rozumieniu art. 46 rozporządzenia 2022/2554 państw członkowskich Unii Europejskiej lub państw członkowskich Europejskiego Porozumienia o Wolnym Handlu (EFTA) – stron umowy o Europejskim Obszarze Gospodarczym oraz Europejskim Urzędem Nadzoru Bankowego, Europejskim Urzędem Nadzoru Ubezpieczeń i Pracowniczych Programów Emerytalnych i Europejskim Urzędem Nadzoru Giełd i Papierów Wartościowych w zakresie niezbędnym do wykonywania obowiązków wynikających z rozporządzenia 2022/2554;

2) odpowiednimi wiodącymi organami nadzorczymi wyznaczonymi zgodnie z art. 31 ust. 1 lit. b rozporządzenia 2022/2554 oraz Komisją Europejską.

Art. 18zi. Do kontroli, o której mowa w art. 18za ust. 1, w zakresie nieuregulowanym w niniejszym rozdziale stosuje się przepisy w zakresie kontroli danego rodzaju podmiotu finansowego.

7) w art. 19a dodaje się ust. 9 w brzmieniu:

„9. W przypadku otrzymania zwrotu, o którym mowa w art. 43 ust. 1 rozporządzenia 2022/2554, różnicę, o której mowa w ust. 7 zdanie drugie, pomniejsza się o kwotę tego zwrotu.”;

8) w art. 19e ust. 1 i 2 otrzymują brzmienie:

„1. Wpływy z tytułu kar pieniężnych nakładanych przez Komisję na podstawie art. 3c ust. 1 pkt 5, art. 3g ust. 1 pkt 7, art. 3h ust. 2 pkt 2, art. 3ha ust. 1 pkt 2, art. 3s ust. 1, art. 11c ust. 7, art. 18u i art. 18zf ust. 1 pkt 3 oraz na podstawie ustaw, o których mowa w art. 1 ust. 2, stanowią przychód Funduszu Edukacji Finansowej, o którym mowa w ustawie z dnia 5 sierpnia 2015 r. o rozpatrywaniu reklamacji przez podmioty rynku finansowego, o Rzeczniku Finansowym i o Funduszu Edukacji Finansowej (Dz. U. z 2023 r. poz. 1809, 1723 i 1843).

2. Do należności z tytułu kar pieniężnych nakładanych przez Komisję na podstawie art. 3c ust. 1 pkt 5, art. 3g ust. 1 pkt 7, art. 3h ust. 2 pkt 2, art. 3ha ust. 1 pkt 2, art. 3s ust. 1, art. 11c ust. 7, art. 18u i art. 18zf ust. 1 pkt 3 oraz na podstawie ustaw, o których mowa w art. 1 ust. 2, stosuje się odpowiednio przepisy działu III ustawy z dnia 29 sierpnia 1997 r. – Ordynacja podatkowa oraz przepisy ustawy z dnia 17 czerwca 1966 r. o postępowaniu egzekucyjnym w administracji.”;

9) w art. 20b w ust. 1 po wyrazach „art. 3d ust. 2” dodaje się wyrazy „i kontroli, o której mowa w art. 18za ust. 1”.

Art. 6. W ustawie z dnia 19 sierpnia 2011 r. o usługach płatniczych (Dz. U. z 2024 r. poz. 30) wprowadza się następujące zmiany:

1) w art. 6 pkt 10 otrzymuje brzmienie:

„10) usług świadczonych przez dostawców usług technicznych, wspierających świadczenie usług płatniczych, jeżeli nie wchodzą oni w posiadanie środków pieniężnych będących przedmiotem transakcji płatniczej, w szczególności usług przetwarzania i przechowywania danych, usług powierniczych i ochrony prywatności, usług przekazywania między płatnikiem a odbiorcą informacji o transakcji płatniczej, uwierzytelniania danych i podmiotów, technologii informacyjno-komunikacyjnych, zwanych dalej „ICT”, dostarczania technologii informatycznych i sieci komunikacyjnych, dostarczania i utrzymania terminali i urządzeń wykorzystywanych do świadczenia usług płatniczych, z wyjątkiem usług inicjowania transakcji płatniczej i usług dostępu do informacji o rachunku;”;

2) po art. 32g dodaje się art. 32ga w brzmieniu:

„Art. 32ga. Przepisów art. 32g nie stosuje się do dostawców usług płatniczych, o których mowa w art. 4 ust. 2 pkt 3–4, 6, 11, 12.”;

3) w art. 61 w ust. 1 pkt 6 otrzymuje brzmienie:

„6) opis systemu zarządzania ryzykiem i kontroli wewnętrznej, o którym mowa w art. 64 ust. 1 pkt 3, w tym zatwierdzonych regulacji wewnętrznych w tym zakresie, jak również ustaleń dotyczących korzystania z usług ICT zgodnie z rozporządzeniem Parlamentu Europejskiego i Rady (UE) 2022/2554 z dnia 14 grudnia 2022 r. w sprawie operacyjnej odporności cyfrowej sektora finansowego i zmieniającym rozporządzenia (WE) nr 1060/2009, (UE) nr 648/2012, (UE) nr 600/2014, (UE) nr 909/2014 oraz (UE) 2016/1011 (Dz. Urz. UE L 333 z 27.12.2022, str. 1), zwanego dalej „rozporządzeniem 2022/2554”, wykazujący że te zasady zarządzania ryzykiem i mechanizmy kontroli wewnętrznej są proporcjonalne, właściwe, rzetelne i adekwatne.”;

4) w art. 64a:

a) w ust. 1 w pkt 4:

– lit. b otrzymuje brzmienie:

„b) procedur monitorowania incydentów związanych z bezpieczeństwem oraz monitorowania i rozpatrywania skarg użytkowników, w tym skarg związanych z bezpieczeństwem, a także działań następczych w przypadku wystąpienia takich incydentów i skarg, wraz z mechanizmem zgłaszania incydentów uwzględniającym obowiązki instytucji płatniczej w zakresie zgłaszania, o których mowa w rozdziale III rozporządzenia 2022/2554;”,

– lit. e otrzymuje brzmienie:

„e) rozwiązań zapewniających ciągłość działania, w tym wyczerpujące i dokładne określenie krytycznych operacji oraz określenie skutecznych planów awaryjnych i procedury na rzecz ciągłości działania w zakresie ICT oraz planów reagowania i przywracania sprawności ICT, a także procedury na potrzeby regularnego weryfikowania i przeglądu adekwatności i skuteczności takich planów zgodnie z rozporządzeniem 2022/2554;”,

b) ust. 3a otrzymuje brzmienie:

„3a. Środki kontroli bezpieczeństwa i ograniczania ryzyka, o których mowa w ust. 1 pkt 4 lit. g, wskazują sposób zapewnienia wysokiego poziomu operacyjnej odporności cyfrowej zgodnie z rozdziałem II rozporządzenia 2022/2554, w szczególności w zakresie bezpieczeństwa technicznego i ochrony danych, w tym w odniesieniu do oprogramowania i systemów ICT stosowanych przez wnioskodawcę lub podmiot, któremu wnioskodawca powierzył wykonywanie całości albo części czynności operacyjnych. Środki obejmują również środki bezpieczeństwa, o których mowa w dziale IIa.”.

Art. 7. W ustawie z dnia 5 sierpnia 2015 r. o rozpatrywaniu reklamacji przez podmioty rynku finansowego, o Rzeczniku Finansowym i o Funduszu Edukacji Finansowej (Dz. U. z 2023 r. poz. 1809, 1723 i 1843) w art. 43g pkt 1 otrzymuje brzmienie:

„1) kar pieniężnych nakładanych przez Komisję Nadzoru Finansowego na podstawie ustaw, o których mowa w art. 1 ust. 2 ustawy z dnia 21 lipca 2006 r. o nadzorze nad rynkiem finansowym (Dz. U. z 2024 r. poz. 135), oraz art. 3c ust. 1 pkt 5, art. 3g ust. 1 pkt 7, art. 3h ust. 2 pkt 2, art. 3ha ust. 1 pkt 2, art. 3s ust. 1, art. 11c ust. 7, art. 18u i art. 18zf ust. 1 pkt 3 tej ustawy, z wyjątkiem kar pieniężnych nakładanych przez Komisję Nadzoru Finansowego na podstawie art. 138 ust. 3 pkt 3a i art. 141 ustawy z dnia 29 sierpnia 1997 r. – Prawo bankowe oraz art. 72 ustawy z dnia 5 listopada 2009 r. o spółdzielczych kasach oszczędnościowo-kredytowych;”.

Art. 8. W ustawie z dnia 11 września 2015 r. o działalności ubezpieczeniowej i reasekuracyjnej (Dz. U. z 2023 r. poz. 656, 614, 825, 1723, 1843 i 1941) dotychczasową treść art. 47 oznacza się jako ust. 1 i dodaje się ust. 2 i 3 w brzmieniu:

„2. Zakład ubezpieczeń i zakład reasekuracji stosują odpowiednie i współmierne systemy, zasoby i procedury, w szczególności ustanawiają sieci i systemy teleinformatyczne oraz zarządzają nimi zgodnie z rozporządzeniem Parlamentu Europejskiego i Rady (UE) 2022/2554 z dnia 14 grudnia 2022 r. w sprawie operacyjnej odporności cyfrowej sektora finansowego i zmieniającym rozporządzenia (WE) nr 1060/2009, (UE) nr 648/2012, (UE) nr 600/2014, (UE) nr 909/2014 oraz (UE) 2016/1011 (Dz. Urz. UE L 333 z 27.12.2022, str. 1).

3. Przepisu ust. 2 nie stosuje się do zakładów ubezpieczeń i zakładów reasekuracji, które spełniają warunki, o których mowa w art. 101 ust. 1 pkt 1–6 i ust. 2. Przepis art. 101 ust. 4 stosuje się odpowiednio.”.

Art. 9. W ustawie z dnia 10 czerwca 2016 r. o Bankowym Funduszu Gwarancyjnym, systemie gwarantowania depozytów oraz przymusowej restrukturyzacji (Dz. U. z 2024 r. poz. 487) wprowadza się następujące zmiany:

1) w art. 2:

a) po pkt 55c dodaje się pkt 55d w brzmieniu:

„55d) rozporządzenie 2022/2554 – rozporządzenie Parlamentu Europejskiego i Rady (UE) 2022/2554 z dnia 14 grudnia 2022 r. w sprawie operacyjnej odporności cyfrowej sektora finansowego i zmieniające rozporządzenia (WE) nr 1060/2009, (UE) nr 648/2012, (UE) nr 600/2014, (UE) nr 909/2014 oraz (UE) 2016/1011 (Dz. Urz. UE L 333 z 27.12.2022, str. 1);”;

2) w art. 81 w ust 1:

a) pkt 3 otrzymuje brzmienie:

„3) sposób wydzielenia funkcji krytycznych i głównych linii biznesowych podmiotu, w tym zapewnienia ciągłości i operacyjnej odporności cyfrowej, o której mowa w art. 2 pkt 1 rozporządzenia 2022/2554, także na wypadek ogłoszenia upadłości tego podmiotu;”,

b) pkt 16 otrzymuje brzmienie:

„16) opis podstawowych operacji i systemów zapewniających ciągłość funkcjonowania procesów operacyjnych podmiotu, w tym sieci i systemów teleinformatycznych, o których mowa w art. 3 pkt 2 rozporządzenia 2022/2554;”;

3) art. 87 otrzymuje brzmienie:

„Art. 87. Minister właściwy do spraw instytucji finansowych określi, w drodze rozporządzenia:

1) szczegółowy zakres, tryb i termin przekazywania Funduszowi przez podmioty informacji niezbędnych do opracowania, przeglądu i aktualizacji planów przymusowej restrukturyzacji i grupowych planów przymusowej restrukturyzacji, mając na względzie potrzebę zapewnienia adekwatności wymaganych informacji do rozmiaru i profilu ryzyka działalności prowadzonej przez podmiot, jego formy prawnej oraz udziału w systemie ochrony instytucjonalnej;

2) minimalny zakres analiz dokonywanych przez Fundusz w celu oceny możliwości przeprowadzenia przymusowej restrukturyzacji, mając na względzie potrzebę zapewnienia skutecznej realizacji celów przymusowej restrukturyzacji oraz identyfikacji okoliczności uniemożliwiających lub utrudniających przeprowadzenie przymusowej restrukturyzacji.”.

Art. 10. W ustawie z dnia 5 lipca 2018 r. o krajowym systemie cyberbezpieczeństwa (Dz. U. z 2023 r. poz. 913 i 1703) wprowadza się następujące zmiany:

1) w art. 2:

a) po pkt 11 dodaje się pkt 11a–11c w brzmieniu:

„11a) podmiot finansowy – podmiot, o którym mowa w art. 18za ust. 1 ustawy z dnia 21 lipca 2006 r. o nadzorze nad rynkiem finansowym (Dz. U. z 2024 r. poz. 135);

11b) poważny incydent związany z ICT – poważny incydent związany z technologiami informacyjno-komunikacyjnymi w rozumieniu art. 3 pkt 10 rozporządzenia 2022/2554;

11c) rozporządzenie 2022/2554 – rozporządzenie Parlamentu Europejskiego i Rady (UE) 2022/2554 z dnia 14 grudnia 2022 r. w sprawie operacyjnej odporności cyfrowej sektora finansowego i zmieniające rozporządzenia (WE) nr 1060/2009, (UE) nr 648/2012, (UE) nr 600/2014, (UE) nr 909/2014 oraz (UE) 2016/1011 (Dz. Urz. UE L 333 z 27.12.2022, str. 1);”,

b) po pkt 16 dodaje się pkt 16a w brzmieniu:

„16a) właściwy organ w rozumieniu rozporządzenia 2022/2554 – Komisję Nadzoru Finansowego;”,

c) w pkt 19 kropkę zastępuje się średnikiem i dodaje się pkt 20 w brzmieniu:

„20) znaczące cyberzagrożenie – znaczące cyberzagrożenie w rozumieniu art. 3 pkt 13 rozporządzenia 2022/2554.”;

2) po art. 11 dodaje się art. 11a w brzmieniu:

„Art. 11a. 1. Podmiot finansowy przekazuje właściwemu organowi w rozumieniu rozporządzenia 2022/2554:

1) zgłoszenie poważnego incydentu związanego z ICT, o którym mowa w art. 19 ust. 1 akapit pierwszy rozporządzenia 2022/2554;

2) wstępne powiadomienia i sprawozdania, o których mowa w art. 19 ust. 4 rozporządzenia 2022/2554.

2. Zgłoszenie poważnego incydentu związanego z ICT, o którym mowa w art. 19 ust. 1 akapit pierwszy rozporządzenia 2022/2554, oraz wstępne powiadomienia i sprawozdania, o których mowa w art. 19 ust. 4 rozporządzenia 2022/2554, przekazane właściwemu organowi w rozumieniu rozporządzenia 2022/2554, uznaje się za przekazane również sektorowemu zespołowi cyberbezpieczeństwa, ustanowionemu w urzędzie zapewniającym obsługę tego właściwego organu.

3. Sektorowy zespół cyberbezpieczeństwa, o którym mowa ust. 2, przekazuje niezwłocznie właściwemu CSIRT MON, CSIRT NASK albo CSIRT GOV wstępne powiadomienie i sprawozdania, o których mowa w art. 19 ust. 4 rozporządzenia 2022/2554, pochodzące od:

1) podmiotu finansowego będącego podmiotem kluczowym, o którym mowa w art. 3 ust. 1 dyrektywy Parlamentu Europejskiego i Rady (UE) 2022/2555 z dnia 14 grudnia 2022 r. w sprawie środków na rzecz wysokiego wspólnego poziomu cyberbezpieczeństwa na terytorium Unii, zmieniającej rozporządzenie (UE) nr 910/2014 i dyrektywę (UE) 2018/1972 oraz uchylającej dyrektywę (UE) 2016/1148 (Dz. Urz. UE L 333 z 27.12.2022, str. 80), zwanej dalej „dyrektywą 2022/2555”;

2) podmiotu ważnego, o którym mowa w art. 3 ust. 2 dyrektywy 2022/2555.

4. W uzasadnionych przypadkach sektorowy zespół cyberbezpieczeństwa, o którym mowa w ust. 2, może przekazać niezwłocznie właściwemu CSIRT MON, CSIRT NASK lub CSIRT GOV wstępne powiadomienia i sprawozdania, o których mowa w art. 19 ust. 4 rozporządzenia 2022/2554, pochodzące od podmiotu finansowego niebędącego podmiotem, o którym mowa w ust. 3.

5. Zgłoszenie poważnego incydentu związanego z ICT, o którym mowa w art. 19 ust. 1 akapit pierwszy rozporządzenia 2022/2554, oraz wstępne powiadomienia i sprawozdania, o których mowa w art. 19 ust. 4 rozporządzenia 2022/2554, są przekazywane w postaci elektronicznej, a w przypadku braku możliwości przekazania ich w postaci elektronicznej – przy użyciu innych dostępnych środków komunikacji w terminach i z wykorzystaniem wzorów, określonych we wspólnych regulacyjnych standardach technicznych i wspólnych wykonawczych standardach technicznych, o których mowa w art. 20 rozporządzenia 2022/2554.”;

3) po art. 13 dodaje się art. 13a w brzmieniu:

„Art. 13a. 1. Podmiot finansowy może przekazać właściwemu organowi w rozumieniu rozporządzenia 2022/2554 powiadomienie o znaczącym cyberzagrożeniu, o którym mowa w art. 19 ust. 2 akapit pierwszy tego rozporządzenia.

2. Powiadomienie o znaczącym cyberzagrożeniu, o którym mowa w art. 19 ust. 2 akapit pierwszy rozporządzenia 2022/2554, przekazane właściwemu organowi w rozumieniu rozporządzenia 2022/2554 uznaje się za przekazane również sektorowemu zespołowi cyberbezpieczeństwa ustanowionemu w urzędzie zapewniającym obsługę tego właściwego organu.

3. Sektorowy zespół cyberbezpieczeństwa, o którym mowa w ust. 2, przekazuje niezwłocznie właściwemu CSIRT MON, CSIRT NASK lub CSIRT GOV powiadomienie o znaczącym cyberzagrożeniu, o którym mowa w art. 19 ust. 2 akapit pierwszy rozporządzenia 2022/2554, pochodzące od podmiotu finansowego będącego podmiotem kluczowym, o którym mowa w art. 3 ust. 1 dyrektywy 2022/2555, lub podmiotem ważnym, o którym mowa w art. 3 ust. 2 dyrektywy 2022/2555.

4. W uzasadnionych przypadkach sektorowy zespół cyberbezpieczeństwa, o którym mowa w ust. 2, może przekazać niezwłocznie właściwemu CSIRT MON, CSIRT NASK lub CSIRT GOV powiadomienie o znaczącym cyberzagrożeniu, o którym mowa w art. 19 ust. 2 akapit pierwszy rozporządzenia 2022/2554, pochodzące od podmiotu finansowego niebędącego podmiotem kluczowym, o którym mowa w art. 3 ust. 1 dyrektywy 2022/2555, lub podmiotem ważnym, o którym mowa w art. 3 ust. 2 dyrektywy 2022/2555. Powiadomienie, o którym mowa w art. 19 ust. 2 akapit pierwszy rozporządzenia 2022/2554, jest przekazywane w terminach i z wykorzystaniem wzorów, określonych we wspólnych regulacyjnych standardach technicznych i wspólnych wykonawczych standardach technicznych, o których mowa w art. 20 rozporządzenia 2022/2554, w postaci elektronicznej, a w przypadku braku możliwości przekazania go w postaci elektronicznej – przy użyciu innych dostępnych środków komunikacji.”;

4) po art. 16 dodaje się art. 16a w brzmieniu:

„Art. 16a. Przepisów art. 8, art. 10–13 i art. 15 nie stosuje się do podmiotów kluczowych, o których mowa w art. 3 ust. 1 dyrektywy 2022/2555, lub podmiotów ważnych, o których mowa w art. 3 ust. 2 dyrektywy 2022/2555, z sektora „Bankowość i infrastruktura rynków finansowych”, o którym mowa w załączniku nr 1 do ustawy.”;

5) w art. 65 w ust. 1 w pkt 7 kropkę zastępuje się średnikiem i dodaje się pkt 8 w brzmieniu:

„8) współdziałania zespołów CSIRT MON, CSIRT GOV i CSIRT NASK oraz właściwego organu w rozumieniu rozporządzenia 2022/2554, w zakresie działalności podmiotów finansowych będących podmiotami kluczowymi, o których mowa w art. 3 ust. 1 dyrektywy 2022/2555, lub podmiotami ważnymi, o których mowa w art. 3 ust. 2 dyrektywy 2022/2555.”;

6) w art. 66 w ust. 4 w pkt 4 kropkę zastępuje się średnikiem i dodaje się pkt 5 w brzmieniu:

„5) Przewodniczący Komisji Nadzoru Finansowego.”;

7) po art. 76 dodaje się art. 76a w brzmieniu:

„Art. 76a. Przepisów niniejszego rozdziału nie stosuje się do podmiotów kluczowych, o których mowa w art. 3 ust. 1 dyrektywy 2022/2555, lub podmiotów ważnych, o których mowa w art. 3 ust. 2 dyrektywy 2022/2555, z sektora „Bankowość i infrastruktura rynków finansowych”, o którym mowa w załączniku nr 1 do ustawy.”.

Art. 11. Do postępowań wszczętych przed dniem wejścia w życie niniejszej ustawy na podstawie rozdziału 14 ustawy zmienianej w art. 10 i niezakończonych przed tym dniem stosuje się przepisy dotychczasowe.

Art. 12. Dotychczasowe przepisy wykonawcze wydane na podstawie art. 87 ustawy zmienianej w art. 9 zachowują moc do dnia wejścia w życie przepisów wykonawczych wydanych na podstawie art. 87 ustawy zmienianej w art. 9, w brzmieniu nadanym niniejszą ustawą, jednak nie dłużej niż przez 12 miesięcy od dnia wejścia w życie niniejszej ustawy.

Art. 13.  Informacje, o których mowa w art. 18zc ustawy zmienianej w art. 5, podmioty finansowe, o których mowa w art. 18za ust. 1 tej ustawy, po raz pierwszy przekazują za rok 2025.

Art. 14. Ustawa wchodzi w życie z dniem 17 stycznia 2025 r.

Za zgodność pod względem prawnym,

legislacyjnym i redakcyjnym

Renata Łućko

Zastępca Dyrektora Departamentu Prawnego

w Ministerstwie Finansów

/podpisano kwalifikowanym podpisem elektronicznym/

1. ) Niniejsza ustawa:

1) służy stosowaniu rozporządzenia Parlamentu Europejskiego i Rady (UE) 2022/2554 z dnia 14 grudnia 2022 r. w sprawie operacyjnej odporności cyfrowej sektora finansowego i zmieniającego rozporządzenia (WE) nr 1060/2009, (UE) nr 648/2012, (UE) nr 600/2014, (UE) nr 909/2014 oraz (UE) 2016/1011 (Dz. Urz. UE L 333 z 27.12.2022, str. 1);

2) w zakresie swojej regulacji wdraża dyrektywę Parlamentu Europejskiego i Rady 2022/2556 z dnia 14 grudnia 2022 r. w sprawie zmiany dyrektyw 2009/65/WE, 2009/138/WE, 2011/61/UE, 2013/36/UE, 2014/59/UE, 2014/65/UE, (UE) 2015/2366 oraz (UE) 2016/2341 w odniesieniu do operacyjnej odporności cyfrowej sektora finansowego (Dz. Urz. UE L 333 z 27.12.2022, str. 153). [↑](#footnote-ref-2)
2. ) Niniejszą ustawą zmienia się ustawy: ustawę z dnia 28 sierpnia 1997 r. o organizacji i funkcjonowaniu funduszy emerytalnych, ustawę z dnia 29 sierpnia 1997 r. – Prawo bankowe, ustawę z dnia 27 maja 2004 r. o funduszach inwestycyjnych i zarządzaniu alternatywnymi funduszami inwestycyjnymi, ustawę z dnia 29 lipca 2005 r. o obrocie instrumentami finansowymi, ustawę z dnia 21 lipca 2006 r. o nadzorze nad rynkiem finansowym, ustawę z dnia 19 sierpnia 2011 r. o usługach płatniczych, ustawę z dnia 5 sierpnia 2015 r. o rozpatrywaniu reklamacji przez podmioty rynku finansowego, o Rzeczniku Finansowym i o Funduszu Edukacji Finansowej, ustawę z dnia 11 września 2015 r. o działalności ubezpieczeniowej i reasekuracyjnej, ustawę z dnia 10 czerwca 2016 r. o Bankowym Funduszu Gwarancyjnym, systemie gwarantowania depozytów oraz przymusowej restrukturyzacji oraz ustawę z dnia 5 lipca 2018 r. o krajowym systemie cyberbezpieczeństwa. [↑](#footnote-ref-3)